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Abstract

Violent extremism is one of the biggest problems nowadays. Particularly, some characteristics of
young people make them more vulnerable to radicalisation, so different prevention strategies have
been developed. However, these strategies do not always take into consideration risk and protective
factors, nor the skills that professionals should have. Therefore, this research aims at identifying pre-
vention strategies through the reinforcement of protective factors that strength resilience against vio-
lent extremism considering the skills that professionals should have. A total of 70 professionals were
interviewed on risk and protective factors in seven different countries of the European Union. After
categorising these factors, a network analysis showed four clusters corresponding to four different
prevention strategies: ‘empowering community identities’, ‘breaking out the brick wall’, ‘dismantling
the extremist dynamics’, and ‘believing in higher values’. In summary, these four prevention strategies
provide a conceptual framework of the skills needed to prevent adolescents from violent extremism.
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Introduction

Nowadays, communities around the globe are facing major problems such as radicalisation and
violent extremism. Although radicalisation and extremism do not always lead to violence, in some
cases they cause violence (Wolfowicz et al., 2021), and when they lead to violence the consequences
can be catastrophic. The best-known result of violent extremism is terrorism, which claimed the lives
of 13,826 people in 2019 alone (Institute for Economics & Peace, 2020). In the same year, 63
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countries suffered at least one terrorist attack (Institute for Economics & Peace, 2020). Focusing on
Europe, more than 4,500 attacks have taken place since 2002, claiming more than 2,500 lives, par-
ticularly 119 attacks with 58 casualties in 2019 alone (Institute for Economics & Peace, 2020).
Although these numbers decreased in 2020, 57 attacks with 21 casualties (Europol, 2020), the con-
sequences of terrorism remain worrying. Moreover, in addition to this, 449 individuals were arrested
for terrorism-related offenses during 2020, and most of them were youngsters (Europol, 2020).

In this context, different alternatives have emerged seeking to prevent the rise of violent extremism.
However, not all initiatives start from an integrated framework that bears in mind risk and protective
factors, nor from practitioners’ knowledge. In a systematic review of primary and secondary prevention
programmes, Hassan et al. (2021) highlighted the large number of prevention frameworks whose validity
is questionable. In this respect, we point out two problems to be taken into account. The first is the lack of
consideration of protective factors in conjunction with risk factors (Sieckelinck & Gielden, 2018). The lack
of joint frameworks that integrate both types of factors limits attempts to contextualise interventions that
are contingent on the development of skills that, in certain contexts, are not necessary. The second lies in
the role of professionals. Professionals working in this field must also have certain skills in relation to the
skills they aim to develop in the beneficiaries of the programmes (RAN, 2017). However, this field has
received limited attention. Therefore, the present research relies on practitioners’ knowledge to propose
different strategies to increase resilience based on a risk-protective factors framework and identify the
skills that need to be developed in practitioners in each of the identified strategies.

Building Resilience to Prevent Violent Extremism

It would be accurate to see countering violent extremism (CVE) as an umbrella category under which
prevention- and intervention-oriented initiatives are subsumed (Koehler & Fiebig, 2019). More pre-
cisely, this project focuses on the first category, the prevention-oriented initiatives. This category is
referred to as ‘preventing violent extremism’ (PVE) and it encompasses all initiatives before a person
is radicalised to the point of using violence, understanding radicalisation as changes in beliefs, feelings,
and behaviours in directions that increasingly justify intergroup violence and demand sacrifice in
defence of the ingroup (McCauley & Moskalenko, 2010). Looking at the public health model
(Caplan, 1964), PVE is located in the primary and secondary prevention, which aims at averting the con-
solidation of risk factors. Primary prevention targets all individuals while secondary prevention specif-
ically targets at-risk groups. Interventions within these frameworks include activities aimed at raising
awareness, resilience, or community coherence (Koehler & Fiebig, 2019).

In this vein, activities aimed to increase resilience seem to be one of the main strategies when trying to
prevent radicalisation (Koehler & Fiebig, 2019; Trujillo & Moyano, 2018). Resilience refers to multisys-
temic adaptive capacities leading to improved outcomes after a disturbance (Norris et al., 2008). It is often
associated with the notion of ‘bouncing-back’: returning to a state of equilibrium following some form of
stress or adversity (Bonnell et al., 2011; Masten &
We understand that, in order to prevent Reed, 2005; Rutter, 2012). Additionally, this
radicalisation, we need to focus on concept has been expanded, and, rather than necessar-
protective factors that strengthen resilience 11y Teturning to its previous state, some authors
discuss that a system may adapt or transform in the
face of stress or adversity (Davidson et al., 2016;
Davoudi et al., 2012). From the point of view of the peacebuilding approach on PVE, the creation or
strengthening of resilience would influence the prevention of radicalisation processes (Holmes, 2017;
Stephens & Sieckelinck, 2020). Hence, we understand that, in order to prevent radicalisation, we need
to focus on protective factors that strengthen resilience while acting against the risk factors.

while acting against the risk factors.
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Individual Risk/Protective Factors

We assume that there are certain risks and protective factors that explain why some radicalised individuals
go on and engage in radical behaviours, and why most do not (Stern, 2016). Accordingly, certain factors
or skills in development may offer protection against future problems. They act as buffers or mechanisms
against undesired behaviour (Ranstorp, 2016). Therefore, a risk-protective framework provides an inte-
grative approach that is geared towards the identification of protective factors that promote resilience.

On the one hand, regarding risk factors, Campelo et al. (2018) found in a systematic review that indi-
vidual (e.g., perceived injustice, personal uncertainty, abandonment), micro-environmental (e.g.,
family dysfunction, radicalized friends), and societal (e.g., group polarisation, perceived group
threat, geopolitical context) factors were related to extremism in juveniles. For its part, Emmelkamp
et al. (2020) performed a multilevel meta-analysis concluding that activism, perceived in-group super-
iority, and perceived distance to other people have a medium effect, while gender, personality, delin-
quency and aggression, lower educational level, negative peers, in-group identification, perceived
discrimination, perceived group threat, perceived procedural injustice, perceived illegitimacy of author-
ities have a small effect, and poverty has a have very small effect. On the other hand, regarding pro-
tective factors, in a systematic review, Losel et al. (2018) found different preventive factors studied
at individual (e.g., self-control-empathy, employment), family (e.g., having not relatives involved in
violence, appreciating parenting behaviour), school (e.g., higher education, good school achievement,
bonding to school), peer group (e.g., having nonviolent peers, more social contact), and community/
society levels (e.g., basic attachment to society).

However, these risk and protective factors do not constitute a risk-protective framework. In order to
contribute to this view, Sieckelinck and Gielden (2018) proposed different protective factors facing
the risk factors proposed by Ranstorp (2016). They found that, in order to prevent political alienation,
we should focus on fostering democratic citizenship; in order to prevent apocalyptic ideology, we
should offer proper religious knowledge; in order to prevent identity crises, we should stimulate per-
sonal participation; in order to prevent the pull of the extremist milieu, we must provide a warm
and/or supporting family environment; we should help to develop autonomy and self-esteem in
order to help individuals to resist negative influences from friendship and kinship; in order to
prevent feelings of exclusion, we should enhance social coping skills. Finally, they propose different
features that institutions and policies should apply (i.e., dialogue, inclusion, care, vigilance, social
safety, and education). Nonetheless, this structure does not delimit a framework of intervention nor
propose different strategies for the generation of resilience as stated by the peacebuilding approach
on PVE (Holmes, 2017; Stephens & Sieckelinck, 2020). All these reviews constitute an epitome of
risk and protective factors but they do not investigate the interactions and co-occurrence of these
factors, let alone the different strategies to be followed to build resilience.

Youth and Practitioners

Secondary prevention is aimed at risk groups. These risk groups usually share some attributes that
are considered to be at risk. In the case of this research, we focus on age. In general, young people
are considered more likely to accept more extreme views. Far from old research on radical profiles
(Horgan, 2008), the age constitutes a sociodemographic characteristic that seems to be prevalent.
Most individuals who engage in violent extremism are young (Garcia-Coll & Marks, 2017). For
example, the last TE-SAT report of Europol (2020) states that the average age of those prosecuted
for terrorism in the European Union during 2020 was 31 years old, with almost half of the suspects
being younger than 30.
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The literature reveals different explanations. In the first place, adolescents experience more extreme and
variable effects (Larson et al., 2002), given deficits in both emotional regulation and emotion reactivity
(sensitivity) (Silvers et al., 2012). Young people are more sensitive to grievances, peer influence
(Sebastian et al., 2010), and especially to rejection — indeed, peer ostracism outweighs other negative
decision outcomes (Blakemore, 2018). Likewise, youth are particularly sensitive to propaganda efforts
from violent extremist organisations’ recruiters (Heinke & Persson, 2016). Furthermore, they engage
more frequently in risky behaviours (Leather, 2009) and commit more violence than other age
groups (Malti & Averdijk, 2017). Particularly, males are more prone to aggressive behaviour due to
both biological and socialisation factors (Buss & Shackelford, 1997). In conclusion, some developmen-
tal factors make youth more sensitive to threats that can lead them to engage in political violence, so age
is considered a root cause of radicalisation (Euer et al., 2014). Hence, one of the main focuses of PVE
should be youth (Zimmerman et al., 2013).

Moreover, when it comes to building resilience, it is important to take into account the formation of
the first-line practitioners working with youth. They must possess different skills that do not have to
coincide with those they must foster. Thus, another question should be raised: what skills do practi-

tioners who work with adolescents need in order to

When it comes to building resilience, it is foster youth resilience? As the European Union

important to take into account the Radicalisation Awareness Network (RAN) has
formation of the first-line practitioners stated, training practitioners should be also of
working with youth. concern (RAN, 2017). The main skills highlighted

by RAN are being charismatic, empathic, and pos-
sessing strong analytical skills. Also, they must have experience in the field and be able to deal with
complicated issues. However, we find again that these skills are too general and do not relate to the
framework of risk and protective factors.

The Present Research

The peacebuilding perspective is concerned with seeking a comprehensive understanding of risk factors
and building of capacities to be empowered to take action (Abu-Nimer, 2018; Holmes, 2017). Therefore,
we propose that PVE should be based on developing protective factors that tackle risk factors in different
contexts and levels. Furthermore, first-line practitioners in charge of promoting these factors should also
develop some specific skills, promote resilience at different levels inside the communities, and have a
comprehensive approach with adolescents. In order to effectively design PVE interventions, this research
aims at identifying prevention strategies through the reinforcement of protective factors that strength
resilience against radicalisation and violent extremism. To accomplish this objective, we make use of
the practitioners’ knowledge regarding the risk and protective factors that affect young individuals.

Method

Participants

A total of 70 people were interviewed in seven different countries of the European Union (Austria,
Greece, Italy, Malta, the Netherlands, Romania, and Spain). Interviewees were selected for their knowl-
edge of radicalisation prevention, for their activity in prevention or for working directly with vulnerable
youth. To screen them, a list of people who fit these parameters in each country was compiled and
they were then contacted. Subsequently, the snowball technique was used by asking interviewees
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Table I. Participants’ Demographic Data per Country.
Austria Greece Italy Malta Netherlands Romania Spain Total
Gender Men 4 5 4 5 4 | 9 36
Women 3 4 4 5 4 8 10 34
Age 20-29 0 0 0 0 0 0 2 2
30-39 2 4 2 0 3 3 8 22
40-49 4 3 | 0 3 5 7 23
50-59 | 2 2 0 | | | 8
6069 0 0 2 0 2 0 0 4
+70 0 0 0 0 0 0 0 0
Field of expertise Justice I 2 5 6 4 I 2 19
Youth service 6 | 3 4 5 | 7 27
Health care 0 2 0 2 0 0 3 7
Education | | 2 | 2 7 8 22
National service | 3 2 0 4 | 2 12
Regional service 2 | 2 0 5 0 2 12
Local service 4 | | 0 6 0 0 12
Years of 1-3 0 0 | 0 0 0 2 3
experience 3-5 0 | 0 0 0 I 3 5
5-10 3 2 0 0 3 0 2 10
+10 4 6 6 2 5 8 10 4|
Degree PhD 0 4 3 | 0 4 7 19
University | 4 4 0 6 6 I 32
College 4 | 0 0 0 0 | 6
Other | 0 | 0 2 0 0 4
Role Researcher 0 3 0 0 3 0 6 12
Policy-maker 0 4 | 0 4 0 0 9
Practitioner 7 3 | | 6 6 14 38
Other 0 0 4 0 0 3 | 8
Number of interviews 7 9 8 10 8 9 19 70

for other persons of interest who might be willing to participate. The socio-demographic data of the
participants is presented in Table 1. As we can see, gender equality was maintained among the inter-
viewees, while most of them were between 30 and 50 years old. Regarding their field of experience,
most of them worked with young people in the field of education and in the field of law, while they
equally served at local, regional, and national levels, and had more than 10 years of experience in
their field. Regarding their academic profile, most of them had a higher-level educational qualifica-
tion: degree, master’s degree, or PhD.

In order to classify the different interviewees, nine profiles were created depending on their occupation:
teachers, researchers, social workers, health workers, law enforcement agents, mediators, consultants,
jurists, and home providers (see Table 2).

e Teachers: interviewees who teach in secondary schools, including extracurricular activities.

e Researchers: people from universities or research institutes who investigate fields related to
psychology, education, polarisation, violent extremism, and radicalisation.

e Social workers: interviewees with a variety of services such as assistance, support, primary atten-
tion, social services, empowerment, and reintegration.

e Health workers: interviewees who work on rehabilitation, psychotherapy, or psychiatric services
in health institutions.
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Table 2. Frequency of Interviewees’ Profiles by Country.

Law
Social Health  Enforcement Home
Teachers Researchers Workers Workers Agents Mediators Consultant Jurists Providers

Austria 0 0 5 0 0 0 2 0 0
Greece 0 | | | 4 0 0 0 2
Italy | 0 2 | I | 0 | |
Malta 0 | 7 0 2 0 0 0 0
Netherlands | | 3 0 2 0 | 0 0
Romania 5 0 3 | 0 0 0 0 0
Spain | 4 6 2 0 | 3 I |
Total 8 7 28 4 9 2 6 2 4

e [aw enforcement agents: policemen who focus on police cooperation, fight crimes and terrorism,
and maintain public order.

e Mediators: people who mediate conflicts and cover primary needs.

e Consultants: interviewees who offer important information about social problems, radicalisation,
or strategies to solve problems.

e Jurists: people who coordinate or work on juridical services.

e Home providers: interviewees who carry out services of housing and hosting families and minors.

Measures

A semi-structured interview was specifically created as part of the project ARMOUR (A Radical Model
of Resilience for Young Minds). This interview consisted of 14 questions (see Supplementary Material
SM1: https://osf.io/2bqdp) in which the participants gave their opinion as practitioners on issues related
to prevention, to the factors associated with radicalisation, and to build more resilient young people. We
present the results of three different questions. The first question was: ‘Do you think polarisation plays a
role in the decision to get involved in radicalisation and violent extremism?’ This question addresses
the exposure of young people to risk factors of polarisation. The second question was: ‘Based on your
expertise, do you think ideologies play a smaller or a bigger role in minors and young people’s involve-
ment in radicalisation or violent extremism in comparison with other factors (such as socio-economic,
education, family context, psychological characteristics, personal life experiences, or others)?’ This
question concerns factors that promote or facilitate radicalisation. The third question was: ‘What
skills, in your opinion, would you have to master in order to help minors and young people to be
more resilient and less likely to be recruited by extremist groups?’ This one concerns the protective
factors that promote resilience.

Procedure

A different interviewer for each country was responsible for conducting the interviews, which had a duration
of between 30 and 150 min. The final sample was collected between March and May 2019, and all the inter-
views were translated into English afterwards. Regarding the modality of the interviews, there were three
possibilities: they were all conducted either face-to-face, by telephone/video call, or in written form.

Analytical Strategy

In order to analyse the corpus of data, it was decided to follow two different but complementary ana-
Iytical strategies. Firstly, answers were categorised using inductive content analysis (Elo & Kyngis,
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2008). This approach allowed us to create different categorical systems for risk and protective factors.
Secondly, a network analysis was carried out in order to find the relations between the factors that influ-
ence and trigger radicalisation and those that enhance resilience based on the co-occurrence of the risk
and protective factors.

Results

The results are presented according to the following analytical techniques. On the one hand, the codifi-
cation of factors of radicalisation and resilience and, on the other hand, the results of the network ana-
lysis, which correspond to the prevention strategies.

Risk and Protective Factors for Radicalisation

By following the content analysis methods (Elo & Kyngis, 2008), we were able to create several cat-
egorical systems inductively. Consequently, we divided the results into two thematic blocks, which cor-
respond to the analysed questions. The following sections show the different categories found in each
of the two thematic blocks: risk and protective factors.

Risk factors. We found six major categories which group together all the radicalisation factors given by
interviewees, and which are divided into two different roles. On the one hand, three categories relied on
the role of precursors of radicalisation: individual needs, interpersonal relations, and environment. This
role represents the factors at different levels that push individuals through a process of radicalisation.
On the other hand, three more categories relied on the role of extremist narratives: ideologies, polar-
isation, and indoctrination. This role represents the different narratives used by radicals as well as the
methods used to inculcate them. All factors, roles, and categories are presented in the Supplementary
Material (SM2) with their frequencies.

Precursors of radicalisation. We found three different categories that constitute the precursors of radic-
alisation. The first category is individual needs: individual aspects related to personality, lack of skills,
or negative experiences; this category was made up of 25.44% of the factors. The main subcategory is
feelings (e.g., feeling isolated, feeling discriminated), which are translated into negative emotions like
anger or fear. Personality and characteristics would be the second subcategory, which includes
important traits like being open minded or a critical thinker as well as being a more conflictive or
violent person. The third most relevant subcategory refers to the needs in a broad sense, that is,
beyond the classic view, therefore, this subcategory includes not only subsistence or well-being but
also other aspects related to needs of affection, protection, or participation. Another relevant subcat-
egory is life experiences (e.g., injustice, violence, grievances, discrimination), which can reinforce
other aspects of vulnerability like traumas, insecurities, self-esteem, or self-concept. Lastly, other rele-
vant subcategories are lost-uncertainty and purpose in life, which are related to the subcategory of
identity and refer to the significant research. Furthermore, different kinds of psychological disorders,
mental illnesses, and psychiatric problems are also mentioned (i.e., subcategory of mental illness).

The second category, composed of 18.40% of the factors, was group relations: factor related to the
relationships with other people, group dynamics and the feelings derived from group membership.
The main subcategories are family and friends and relations. Both are the most important groups for
youth that create their reality in terms of norms, values, and ideologies. At the same time, both
satisfy the sense of belonging and give recognition. Without both of them, isolation and loneliness
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appear. Moreover, in this group level, group-dynamics (e.g., conformity, obedience, group-thinking)
are more likely to appear, always in interaction with the environment and community.

The third category, formed by 14.67% of the factors, was environment: factors related to the exter-
nal context and perceptions of material conditions. The most relevant subcategory is lack of oppor-
tunities and abandonment of education. In fact, the lack of opportunities is connected to other
L. . subcategories as discrimination and grievances,
It seems that the main trigger is the poverty, marginalisation, and criminality and
interaction between factors in different gangs. The absence of future (no-future), the
categories. need of status, or the large inequalities are
other factors contributing to the radicalisation
within this subcategory. Finally, it seems important to highlight that no single group of factors
leads to violence. Instead, it seems that the main trigger is the interaction between factors in dif-
ferent categories.

Extremist narratives. Inside the extremist narratives, we found another three categories. The first cat-
egory, named ideologies: different belief systems and their functions, was composed of 21.53% of
the identified factors. Although the ideology is not the predominant factor, it is almost always
present. The main subcategory is ideology as an excuse. In other words, the ideology appears a poster-
iori to justify the acts previously committed. It is a kind of ‘lifebuoy’, a mechanism of legitimisation
and moral disengagement. Other subcategories correspond to the different types of existing ideologies:
religious, far-right, far-left, ethnonationalism, and machismo. As stated above, they take the role of
legitimisation.

The second category, polarisation: extreme social division, was formed by 11.94% of the factors. The
influence between polarisation and radicalisation is considered reciprocal; it is often depicted with
terms such as a vicious cycle. Polarisation is related to and dependent on an outgroup, the otherness.
This outgroup poses a threat that wants to invade the host-society, which arises fear and feelings of
victimisation. Polarisation is reinforced by media exposure and politics, who use Manichean narratives
and native symbols against these ‘foreign’ customs. Therefore, it is an ‘us and them’ narrative.

The third category was named indoctrination: the influence of third parties in establishing different
thinking systems, and it is composed of 8.02% of the radicalisation factors. Among its subcategories,
we highlight the manipulation strategies used by recruiters taking advantage of the individual vulner-
abilities, together with the role of leaders, crucial in these recruitment strategies, as well as the violent
disinhibition, which is necessary to use violence and represents the end of the radicalisation process.

Protective factors. The protective factors mentioned by the respondents fall into two roles. On the one
hand, the skills or abilities practitioners working in the forefront youths’ radicalisation prevention
should have (i.e., practitioner role). On the other hand, those that young people should possess so
that they become resilient to radicalisation (i.e., youth role). However, many of these abilities
should be shared by both. A table with the different skills named by the interviewees, their frequency
(number of respondents who name them), the role each skill should play, and the description of each of
them is in the Supplementary Material (SM3).

In the first place, the practitioners should have the ability to adapt to changes in specific contexts and
different situations, (i.e., adaptability). Therefore, they need communication, social, and observation
skills together with empathy and assertiveness to establish a close relationship of trust with youth.
Furthermore, they should have an open mind, cultural intelligence, tolerance, and awareness to
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value diversity and patience to deal with youth. Other necessary skills are critical and lateral thinking.
Finally, even when practitioners should establish a close relation, they also should have the ability to
exercise command, authority.

Regarding the teaching, a previous formation (including online education) is demanded together with
experience in the field. They should be able to motivate young people, give them positive reinforcement,
and know how to manage a team. They have to personalise treatments (i.e., good practices), make deci-
sions and resolve conflicts. They should teach the values they share through active participation; that is,
teaching by doing. Finally, they have to be ready to offer accompaniment at any moment.

In the second place, the youth need to learn basic skills such as communication and social skills.
Moreover, they should know how to express themselves with assertiveness and think critically and lat-
erally, which requires a mental opening, empathy, tolerance, along with emotional and cultural intel-
ligence, as well as education in equality. Regarding the danger of extremist recruiters, youth should
acquire persuasion strategies, and know how group thinking works, and how to carry out fact-checking
together with online education.

Adolescents should also be able to express their concerns and defend their beliefs politically. Therefore,
they need not only to have democratic values supported by positive role models, but also to take active
participation in democratic processes and legal demonstrations. Lastly, considering that to err is
human, they also need the practitioner’s accompaniment, and conflict resolution and decision
making skills, together with the ability to adapt. However, the ultimate goals are: personal autonomy,
self-control, and responsibility, including a work performance in order to accomplish their objectives.

Relations Between Risk and Protective Factors

A network analysis is presented below. The co-occurrence matrix obtained from content analysis has been
used to build a network of relations between the subcategories. It reports the number of times the same
interviewee mentions each pair of subcategories (i.e., the edges). In addition, the degree of centrality
and the betweenness centrality were calculated, being ideology as an excuse and feelings the nodes
with highest scores (see all metrics of the network in Supplementary Material SM4). The degree of cen-
trality makes it possible to identify the categories with the highest number of connections within the
network, while the betweenness centrality shows the categories that act as a bridge, connecting different
categories in the network (Brandes et al., 2005; Park & Leydesdorff, 2013). Moreover, a modularity clas-
sification algorithm was used to identify communities of categories within the network based on the
degree of association (Emmons et al., 2016). To visualise the network, a gravitation algorithm was
used between nodes (Fruchterman-Reingold), which is based on the attraction of nodes that have more
associations and the repulsion of those that are not related (Cherven, 2015). These analyses were sup-
ported in Gephi0.9.2 software. The final result of the network can be visualised in Figure 1.

The following conventions must be taken into account to interpret this network: (1) each node or circle
represents a subcategory; (2) the thickness of the relationships represents the strength of the relationship
between each pair of subcategories; (3) the size of each node represents the degree of centrality, number
of connections with other subcategories, so a larger circle has more connections; (4) the position of the
nodes reflects the degree of closeness they have between them depending on the strength of the relation-
ships; and (5) the colour represents the four identified communities of categories.

The network analysis yielded an interconnected network with 34.8% of the possible connections
between subcategories present (i.e., density), in which each subcategory was related, on average,
with 39 subcategories (i.e., the average degree of centrality). As can be seen in Figure 1, four commu-
nities were identified. Each one represents different prevention strategies against radicalisation, which
are explained in detail below.
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Figure |. Graph of the radicalisation and protection factors provided by interviewees.

Empowering community identities. The first preventive strategy is named ‘empowering community iden-
tities’. It is formed by 37.39% of the subcategories. The different subcategories within this strategy are
represented in Figure 2, where tones of red represent the precursors of radicalisation, tones of pink risk
the extremist narratives, and tones of blue the protective factors.

In this case, ideologies are used as an excuse to get individual benefits such as power and self-
esteem. Adolescents who feel that their identity is not being recognised want to change their iden-
tity. Recruiters manipulate those adolescents while charming extremist leaders offer them a new
radical identity that places them as heroes. Therefore, radicalisation starts with a need for belonging,
and it is established with a new social identity. This process of radicalisation coincides with those
proposed by other authors. Firstly, it is similar to the 3N model of radicalisation which proposes
three psychological forces whose intersection gives place to radicalisation: needs, narratives, and
networks (Kruglanski et al., 2019). In this way, individuals are motivated by a loss of significance
and look for narratives supported by different groups. When these narratives are violent, the inter-
action between the loss of significance, the narrative, and the group dynamics leads them to a certain
degree of radicalisation or support for violent extremism. Secondly, according to Roy (2017), the
difficulty in integrating a modern European identity with the traditional religious one of their coun-
tries of origin is what leads the second generation to opt for more radical identities. This identity
imbrication leads them to look for new identities, preferably those that explain the world in a
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simple, authoritarian way, such as Salafism. Thirdly, it also coincides with the seekers’ role pro-
posed by Neumann (2016), in which the individuals are motivated by identity, community,
power, and a feeling of masculinity.

The preventive strategy is focused on creating healthy identities and support networks. It starts with the
development of social skills (i.e., behaviours that allow us to interact effectively and satisfactorily with
others). This set of behaviours will allow young individuals to create healthy networks and develop
abilities of conflict resolution and decision making, which will allow them to face different problems
that may arise.

Furthermore, they need some accompaniment and guidance in possibly critical situations. Adolescents
also need to value the means that allow them to achieve their goals. Work and activism are nonviolent
means that can suit this need. Moreover, the youth need to develop adaptability skills so they can adapt
to changes in specific situations and contexts. In conclusion, all these skills would allow adolescents to
build healthy identities. Regarding practitioners, they should have the same skills they will teach,
possess high social skills, be prepared to do accompaniment, know how to resolve conflicts, make deci-
sions, be able to adapt to different situations, have access to the labour market and be able to defend
their rights and values peacefully.

Breaking down the brick wall. The second preventive strategy is ‘breaking down the brick wall’. This
community is formed by 32.17% of the subcategories. These subcategories are presented in Figure 3
using the same colours as in the previous case.

Groups with authoritarian and conformist ideologies which lack recognition, present certain needs,
or feel marginalized, could take a radical drift. Feelings of isolation, together with media exposure,
can reinforce their political grievances and polarise their ideas. This polarisation could lead them to
accept violence as a legitimate means to reach their objectives, always related to a more authoritar-
ian view of the world. Likewise, if these groups, usually with right-wing or nationalist/separatist
ideologies, perceive a threat to their values, usually related to nationalism, right-wing, and
family, could think that the only available means to defend their values is violence. This process
of radicalisation has been stated by other authors. In the first place, the radicalisation mechanisms
by McCauley and Moskalenko (2008, 2016) describe an extreme shift in like-minded groups and
political grievances as two of these mechanisms. In the second place, the devoted actors model
(Atran, 2016; Gomez et al., 2017; Gémez et al., 2016) proposed that individuals who fused their
personal identity with the social identity and who perceived group values as sacred are more
prone to use violence in defence of their group or values.

In this case, the preventive strategy is focused on going out of conformism. A first step is to develop
communication skills, that is to say, the ability to express oneself correctly in different contexts.
Other skills needed to communicate correctly are empathy — identify and share others’ feelings —
and assertiveness — communicate one’s points of view with confidence while respecting others.
Once adolescents know how to communicate, they should develop respect and questioning not
only for their own thoughts, but also for others’ values and beliefs. These skills would make
young individuals more tolerant towards contrary positions, which is often associated with a ques-
tioning of one’s own values and grievances. Therefore, discussions would not lead to polarisation.
Which skills do practitioners need to teach communication skills? First of all, they need empathy to
identify youth’s feelings, as well as assertiveness while questioning their arguments from a cultural
perspective, skills that are acquired with experience. Finally, practitioners should be able to adopt an
authoritative stance when the situation requires it.
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Figure 2. Graph of the radicalisation and protection factors inside the ‘empowering community identities’ strategy.

Dismantling manipulation strategies. The third strategy, named ‘dismantling the manipulation strategies’,
is formed by 20% of the subcategories and is represented in Figure 4 using the same colours as in the
previous strategy.

Certain personal characteristics such as a narrow mind, low tolerance to uncertainty, and sensation
seeking, make individuals more vulnerable to recruiters. These personal characteristics interact with
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Figure 3. Graph of the radicalisation and protection factors inside the ‘breaking out the brick wall’ strategy.

an environment that can be characterised by a lack of opportunities, poverty, education abandonment, or
criminality. Therefore, they are a perfect target group for radical recruiters who will try to interact with
these individuals in order to radicalise them, so they can influence in their peer group at the same time.
Furthermore, another way is to engage in criminality and, step by step, accept more radical ideas and
behaviours, which is known as a ‘slippery slope’. The first radicalisation process described coincides
with the psychosocial model of recruitment and violent mobilisation (Trujillo & Moyano, 2018;
Trujillo et al., 2020); this model emphasises the role of recruiters who look and select vulnerable indi-
viduals and use coercive persuasion techniques to radicalize them. Moreover, according to the categor-
isation of Neumann (2016), they will be hangers-on, and their tight social connections to a small group
and its leaders create the social motivation to join a radical group. The second one, the slippery slope, is
described by McCauley and Moskalenko (2008, 2016) as a process of self-justification after doing some-
thing stupid or sleazy. This mechanism of self-radicalisation is a slippery slope of increasingly extreme
behaviours, with increasingly extreme reasons and justifications icing the slope.

The preventive strategy focuses on creating resilient adolescents with the ability to identify strat-
egies of manipulation and disinformation. It is based on creating a critical youth. A youth with crit-
ical and rational thinking could have the ability to criticise a violent narrative. Thus, they should be
more resilient when a recruiter tries to persuade them if they have the ability to evaluate their
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Figure 4. Graph of the radicalisation and protection factors inside the ‘dismantling the manipulation strategies’
strategy.

speech. On the other hand, teaching specific persuasion strategies (e.g., Rodriguez-Carballeira
et al., 2009) would make adolescents more aware of third people’s intentions. At this point, it is
necessary to highlight that online recruitment, through radical online intermediaries (Kleinmann,
2012), has increased and specialised in recent years. Therefore, critical thinking skills should
also be applied to online contexts. This means that the youth should also learn fact-checking strat-
egies, so they are more resilient to fake news and disinformation propaganda. At the same time,
practitioners should follow a critical method (i.e., a Socratic method through which individuals
question different arguments).
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Believing in higher values. The fourth strategy is named ‘believing in higher values’. It is formed
by 10.43% of the categories, and it is presented in Figure 5 using the same colours as in the pre-
vious case.

Individuals who lack the necessary abilities to be part of a society characterised by globalisation would
perceive discrimination easily; this refers, in other words, to individuals who are not able to adapt.
These feelings would cause emotions such as frustration or fear, which are related to the perceptions
of threats. Furthermore, the lack of empathy or mental illnesses could reinforce these feelings. In
this subjective situation, the use of violence is probably the only solution they perceive as effective.
This process, unlike the previous ones, resembles more of a lone offender process of radicalisation.
According to McCauley and Moskalenko (2014, 2016), lone-wolf attackers perceive more personal
and group grievances, as well as high-intensity emotions. In fact, lone offenders present a higher
rate of mental illness (Corner & Gill, 2015), that is, depression, and they may have a sense of
‘nothing to lose’ (Jiménez-Moya et al., 2015). Furthermore, according to the categories of Neumann
(2016), this process of radicalisation fits with the defenders, those who perceive an existential threat
that they have to fight.

In this case, the preventive strategy is related to the establishment of values. Values that fit in the cat-
egories of self-transcendence and openness to change are required to prevent violent reactions to

Figure 5. Graph of the radicalisation and protection factors inside the ‘believing in higher values’ strategy.
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grievances. In this vein, values like social justice, equality, benevolence, freedom, creativity, and self-
direction could lead adolescents to value other means rather than the violent ones. We have also found
that practitioners, in order to teach these values,

Values that fit in the categories of self- need to establish a relationship of trust with youth.

transcendence and openness to change A close relationship would make it easier to trans-
are required to prevent violent reactions mit these values. Furthermore, practitioners need
to grievances to have these values and put them into practice,

together with the ability to distinguish the ‘good’
from the ‘bad’ and be able to morally judge reality and acts. In conclusion, practitioners should
instill values in participants after establishing with them a close relationship based on trust.

Discussion

The purpose of this research was to identify strategies in order to prevent radicalisation through the
development of resilience. To accomplish this objective, we carried out different interviews, aiming
at extracting risk and protective factors for youth. After categorising interviewees’ responses into
risk and protective factors, based on the co-occurrence of these categories, we present four different
strategies to prevent radicalisation and tackle different mechanisms or pathways to violent extremism.

Once we categorised the interviewees’ answers, we found two main topics: risk and protectives factors.
Inside the risk factors, we found precursors of radicalisation at different levels (individual needs, group
relations, and environment) and extremist narratives (ideologies, polarisation, and indoctrination).
Inside the protective factors we distinguish between those that applied to practitioners and to youth.
The subcategories inside these categories were used to calculate their co-occurrence.

According to Sarma (2017), synthesising the information in a structured way is of value and is in line
with good practice in the broader field of violence risk assessment. In addition, the perspective of
peacebuilding is concerned with the broad detection of the causes of violent extremism that takes
into account human causes and moves away from generic factors (Abu-Nimer, 2018). By following
these recommendations, we found four different strategies. The first strategy, ‘empowering community
identities’, was based on the construction of strong and healthy identities, which allow adolescents to
fulfil their needs in a nonviolent way. The second strategy is ‘breaking down the brick wall’, through
which the individuals face conformism by searching alternative means to solve problems and affront
grievances. The third prevention strategy, which is named ‘dismantling the manipulation strategies’,
is focused on the detection of manipulation, bringing awareness to youth. Through the fourth and
last strategy, ‘believing in higher values’, adolescents learn the necessary values to face the different
grievances and threats that youth could perceive.

The different risk factors of each strategy coincide with motivations, mechanisms, and models of the
literature, which try to explain the processes of radicalisation and rely on empirical evidence.
Moreover, many of the practitioners’ skills presented in the present research are the same as those pro-
posed by the RAN report (2017). Hence, we assume

These four strategies are different ways to  to have external validation for our findings.
prevent radicalisation by promoting Furthermore, we collected primary data from practi-

certain skills that could be implemented in tioners instead of relying on secondary sources.
Both strategies tackle some of the problems high-

lighted in the study on radicalisation: the lack of
understanding in the processes of radicalisation and the lack of empirical evidence (McGilloway
etal., 2015). Overall, these four strategies are different ways to prevent radicalisation by promoting
certain skills that could be implemented in the school curriculum. Therefore, practitioners should

the school curriculum.
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start from a contextual analysis of the risk factors in their area of intervention in order to find the
strategies that are best suited to subsequently select strategies that can promote the protective
factors included in these strategies. In this way, the most important risk factors would be counter-
acted by promoting resilience.

We tried to follow a robust procedure, nevertheless, some limitations were found in the present
research. First, the number of interviews is far from being considered representative of practitioners’
knowledge; nonetheless, theoretical generalisations can be made based on this research, which could
lead to new preventive strategies for more specific contexts. Second, since the present research
focuses on semi-structured interviews as the primary data collection method, the only type of triangu-
lation that could be carried out was researcher triangulation. In this vein, an observational method in the
fieldwork of the practitioners would allow us to compare and triangulate results. Third, by conducting
interviews in different languages, the interviewers were able to constitute sources of bias. The possi-
bility of comparing research results across countries was dismissed due to the different number of inter-
viewees and roles, which leads us to think that some interviews could have more influence on the final
results than others. Therefore, these limitations indicate that new studies should be done in order to val-
idate the strategies found.

In conclusion, the present research provides a compendium of practitioners’ knowledge on radicalisa-
tion and its prevention. It proposes different strategies based on the development of resilience, in order
to counter radicalisation before it leads to the use of violence. Based on this knowledge, empirical
studies should investigate the effectiveness of these strategies, practitioners should implement them,
and decision-makers should value the benefits of a prevention strategy to reduce social radicalisation.
Thus, this research is a first step in the fight against violent extremism. A second step would consist of
identifying what works for whom and in what circumstances (Gielen, 2019), which highlights the
importance of conducting experiments and testing its results.

Declaration of Conflicting Interests

The authors declared no potential conflicts of interest with respect to the research, authorship, and/or publication of
this article.

Funding

The authors disclosed receipt of the following financial support for the research, authorship, and/or publication of
this article: This work was supported by the European Union’s Internal Security Fund-Police (grant number
823683) and MCIN/AEI/10.13039/501100011033 (grant number PID2020-116646RB-100).

Ethics Approval Statement

The study had the ethical consent of the European Commission in the framework of the project under reference
823683. All participants signed an informed consent form prior to participation and the data was stored in agree-
ment with the precepts of the GDRP.

Data Awvailability
All materials are available at https:/osf.io/2bqdp

ORCID iD
Roberto M. Lobato https:/orcid.org/0000-0003-4152-7020


https://osf.io/2bqdp
https://osf.io/2bqdp
https://orcid.org/0000-0003-4152-7020
https://orcid.org/0000-0003-4152-7020

190 Journal of Peacebuilding & Development 17(2)

References

Abu-Nimer, M. (2018). Alternative approaches to transforming violent extremism: The case of Islamic peace and
interreligious peacebulding. In B. Austin & H. J. Giessmann (Eds.), Transformative approaches to violent
extremism (pp. 1-21). Berghof Foundation.

Atran, S. (2016). The devoted actor: Unconditional commitment and intractable conflict across cultures. Current
Anthropology, 57(513), S192-S203. https:/doi.org/10.1086/685495

Blakemore, S. J. (2018). Avoiding social risk in adolescence. Current Directions in Psychological Science, 27(2),
116-122. https:/doi.org/10.1177/0963721417738144

Bonnell, J., Copestake, P., Kerr, D., Passy, R., Reed, C., Salter, R., Sarwar, S., & Sheikh, S. (2011). Teaching
approaches that help to build resilience to extremism among young people. Department for Education.

Brandes, U., Kenis, P., & Raab, J. (2005). La explicacién a través de la visualizacién de redes [The explan-
ation through network visualization]. REDES. Revista Hispana Para el Andlisis de Redes Sociales, 9(6),
1-19.

Buss, D. M., & Shackelford, T. K. (1997). Human aggression in evolutionary psychological perspective. Clinical
Psychology Review, 17(6), 605-619. https:/doi.org/10.1016/S0272-7358(97)00037-8

Campelo, N., Oppetit, A., Neau, F., Cohen, D., & Bronsard, G. (2018). Who are the European youths willing to
engage in radicalisation? A multidisciplinary review of their psychological and social profiles. European
Psychiatry, 52, 1-14. https:/doi.org/10.1016/j.eurpsy.2018.03.001

Caplan, G. (1964). Principles of preventive psychiatry. Basic Books.

Cherven, K. (2015). Mastering Gephi network visualization. Pack Publishing.

Corner, E., & Gill, P. (2015). A false dichotomy? Mental illness and lone-actor terrorism. Law and Human
Behavior, 39(1), 23-34. https:/doi.org/10.1037/1hb0000102

Davidson, J. L., Jacobson, C., Lyth, A., Dedekorkut-Howes, A., Baldwin, C. L., Ellison, J. C., Holbrook, N. J.,
Howes, M. J., Serrao-Neumann, S., Singh-Peterson, L., & Smith, T. F. (2016). Interrogating resilience:
Toward a typology to improve its operationalization. Ecology and Society, 21(2), 27. https:/doi.org/10.
5751/ES-08450-210227

Davoudi, S., Shaw, K., Haider, L. J., Quinlan, A. E., Peterson, G. D., Wilkinson, C., Fiinfgeld, H., McEvoy, D.,
Porter, L., & Davoudi, S. (2012). Resilience: A bridging concept or a dead end? Planning Theory & Practice,
13(2), 299-333. https://doi.org/10.1080/14649357.2012.677124

Elo, S., & Kyngis, H. (2008). The qualitative content analysis process. Journal of Advanced Nursing, 62(1), 107—
115. https:/doi.org/10.1111/j.1365-2648.2007.04569.x

Emmelkamp, J., Asscher, J.J., Wissink, L. B., & Stams, G. J. J. M. (2020). Risk factors for (violent) radicalization in
juveniles: A multilevel meta-analysis. Aggression and Violent Behavior, 55, 101489. https:/doi.org/10.1016/j.
avb.2020.101489

Emmons, S., Kobourov, S., Gallant, M., Borner, K., & Dovrolis, C. (2016). Analysis of network clustering algo-
rithms and cluster quality metrics at scale. PLoS One, 11(7), €0159161. https:/doi.org/10.1371/journal.pone.
0159161

Euer, K., et al. (2014). Strengthening resilience against violent radicalization (STRESAVIORA) Research
(Report). Thomas More Hogeschool.

Europol. (2020). European Union terrorism situation and trend report (TE-SAT) (Report). Europol.

Garcia-Coll, C., & Marks, A. K. (2017). Missing developmental and sociocultural perspectives: Comment
on the “psychology of terrorism”. American Psychologist, 72(7), 701-702. https:/doi.org/10.1037/
amp0000211

Gielen, A. J. (2019). Countering violent extremism: A realist review for assessing what works, for whom, in what
circumstances, and how? Terrorism and Political Violence, 31(6), 1149—-1167. https:/doi.org/10.1080/
09546553.2017.1313736

Gomez, A., Lopez-Rodriguez, L., Vazquez, A., Paredes, B., & Martinez, M. (2016). Morir y matar por un grupo o
unos valores. Estrategias para evitar, reducir y/o erradicar el comportamiento grupal extremista [Dying and


https://doi.org/10.1086/685495
https://doi.org/10.1086/685495
https://doi.org/10.1177/0963721417738144
https://doi.org/10.1177/0963721417738144
https://doi.org/10.1016/S0272-7358(97)00037-8
https://doi.org/10.1016/S0272-7358(97)00037-8
https://doi.org/10.1016/j.eurpsy.2018.03.001
https://doi.org/10.1016/j.eurpsy.2018.03.001
https://doi.org/10.1037/lhb0000102
https://doi.org/10.1037/lhb0000102
https://doi.org/10.5751/ES-08450-210227
https://doi.org/10.5751/ES-08450-210227
https://doi.org/10.5751/ES-08450-210227
https://doi.org/10.1080/14649357.2012.677124
https://doi.org/10.1080/14649357.2012.677124
https://doi.org/10.1111/j.1365-2648.2007.04569.x
https://doi.org/10.1111/j.1365-2648.2007.04569.x
https://doi.org/10.1016/j.avb.2020.101489
https://doi.org/10.1016/j.avb.2020.101489
https://doi.org/10.1016/j.avb.2020.101489
https://doi.org/10.1371/journal.pone.0159161
https://doi.org/10.1371/journal.pone.0159161
https://doi.org/10.1371/journal.pone.0159161
https://doi.org/10.1037/amp0000211
https://doi.org/10.1037/amp0000211
https://doi.org/10.1037/amp0000211
https://doi.org/10.1080/09546553.2017.1313736
https://doi.org/10.1080/09546553.2017.1313736
https://doi.org/10.1080/09546553.2017.1313736

Lobato et al. 191

killing for a group or for values. Strategies to avoid, reduce, and/or eradicate extremist group behavior].
Anuario de Psicologia Juridica, 26(1), 122—129. https:/doi.org/10.1016/j.apj.2016.04.001

Gomez, A., Lopez-Rodriguez, L., Sheikh, H., Ginges, J., Wilson, L., Waziri, H., Vizquez, A., Davis, R., & Atran,
S. (2017). The devoted actor’s will to fight and the spiritual dimension of human conflict. Nature Human
Behaviour, 1(9), 673—679. https:/doi.org/10.1038/s41562-017-0193-3

Hassan, G., Brouillette-Alarie, S., Ousman, S., Kilinc, D., Savard, E. L., Varela, W., Lavoie, L., Fetiu, A., Harris-
Hogan, S., Borokhovski, E., Pickup, D., Madriaza, P., Rousseau, C., Thompson, S. K., McCoy, J., Venkatesh,
V., Boivin, M., Srimathi Narayana, M., Morin, D., ... the CPN-PREV team. (2021). A systematic review on the
outcomes of primary and secondary prevention programs in the field of violent radicalization. Canadian
Practitioners Network for the Prevention of Radicalization and Extremist Violence. https://cpnprev.ca/
systematic-review-2/

Heinke, D. H., & Persson, M. (2016). Youth specific factors in radicalization. Defence Against Terrorism Review,
8(1), 53-66.

Holmes, M. (2017). Preventing violent extremism through peacebuilding: Current perspectives from the
field. Journal of Peacebuilding & Development, 12(2), 85-89. https://doi.org/10.1080/15423166.2017.
1336111

Horgan, J. (2008). From profiles to pathways and roots to routes: Perspectives from psychology on radicalization
into terrorism. The Annals of the American Academy of Political and Social Science, 618(1), 80-94. https:/doi.
org/10.1177/0002716208317539

Institute for Economics & Peace (2020). Global terrorism index 2020: Measuring the impact of terrorism (Report).
Institute for Economics & Peace.

Jiménez-Moya, G., Spears, R., Rodriguez-Baildn, R., & de Lemus, S. (2015). By any means necessary? When and
why low group identification paradoxically predicts radical collective action. Journal of Social Issues, 71(3),
517-535. https:/doi.org/10.1111/josi. 12126

Kleinmann, S. M. (2012). Radicalization of homegrown Sunni militants in the United States: Comparing converts and
non-converts. Studies in Conflict & Terrorism, 35(4), 278-297. https:/doi.org/10.1080/1057610X.2012.656299

Koehler, D., & Fiebig, V. (2019). Knowing what to do: Academic and practitioner understanding of how to counter
violent radicalization. Perspectives on Terrorism, 13(3), 44-62.

Kruglanski, A. W., Bélanger, J. J., & Gunaratna, R. (2019). The three pillars of radicalization: Needs, narratives,
and networks. Oxford University Press.

Larson, R. W., Moneta, G., Richards, M. H., & Wilson, S. (2002). Continuity, stability, and change in daily emo-
tional experience across adolescence. Child Development, 73(4), 1151-1165. https:/doi.org/10.1111/1467-
8624.00464

Leather, N. C. (2009). Risk-taking behaviour in adolescence: A literature review. Journal of Child Health Care,
13(3), 295-304. https:/doi.org/10.1177/1367493509337443

Losel, F., King, S., Bender, D., Jugl, 1., & Nitsch, H. (2018). Protective factors against extremism and violent rad-
icalization: A systematic review of research. International Journal of Developmental Science, 12(1-2), 89—-102.
https:/doi.org/10.3233/DEV-170241

Malti, T., & Averdijk, M. (2017). Severe youth violence: Developmental perspectives introduction to the special
section. Child Development, 88(1), 5-15. https:/doi.org/10.1111/cdev.12694

Masten, A. S., & Reed, M. G. J. (2005). Resilience in development. In C. R. Snyder & S. J. Lopez (Eds.),
Handbook of positive psychology (pp. 74-88). Oxford University Press.

McCauley, C., & Moskalenko, S. (2008). Mechanisms of political radicalization: Pathways toward terrorism.
Terrorism and Political Violence, 20(3), 415-433. https:/doi.org/10.1080/09546550802073367

McCauley, C., & Moskalenko, S. (2010). Individual and group mechanisms of radicalization. In L. Fenstermacher
(Ed.), Protecting the homeland from international and domestic terrorism threats: Current multi-disciplinary
perspectives on root causes, the role of ideology, and programs for counter-radicalization and disengagement.
U.S. government interagency white paper. http://www .start.umd.edu/start/publications/U_Counter_Terrorism_
White_Paper_Final_January_2010.pdf


https://doi.org/10.1016/j.apj.2016.04.001
https://doi.org/10.1016/j.apj.2016.04.001
https://doi.org/10.1038/s41562-017-0193-3
https://doi.org/10.1038/s41562-017-0193-3
https://cpnprev.ca/systematic-review-2/
https://cpnprev.ca/systematic-review-2/
https://doi.org/10.1080/15423166.2017.1336111
https://doi.org/10.1080/15423166.2017.1336111
https://doi.org/10.1080/15423166.2017.1336111
https://doi.org/10.1177/0002716208317539
https://doi.org/10.1177/0002716208317539
https://doi.org/10.1177/0002716208317539
https://doi.org/10.1111/josi.12126
https://doi.org/10.1111/josi.12126
https://doi.org/10.1080/1057610X.2012.656299
https://doi.org/10.1080/1057610X.2012.656299
https://doi.org/10.1111/1467-8624.00464
https://doi.org/10.1111/1467-8624.00464
https://doi.org/10.1111/1467-8624.00464
https://doi.org/10.1177/1367493509337443
https://doi.org/10.1177/1367493509337443
https://doi.org/10.3233/DEV-170241
https://doi.org/10.3233/DEV-170241
https://doi.org/10.1111/cdev.12694
https://doi.org/10.1111/cdev.12694
https://doi.org/10.1080/09546550802073367
https://doi.org/10.1080/09546550802073367
http://www.start.umd.edu/start/publications/U_Counter_Terrorism_White_Paper_Final_January_2010.pdf
http://www.start.umd.edu/start/publications/U_Counter_Terrorism_White_Paper_Final_January_2010.pdf

192 Journal of Peacebuilding & Development 17(2)

McCauley, C., & Moskalenko, S. (2014). Toward a profile of lone wolf terrorists: What moves an individual from
radical opinion to radical action. Terrorism and Political Violence, 26(1), 69-85. https:/doi.org/10.1080/
09546553.2014.849916

McCauley, C., & Moskalenko, S. (2016). Friction: How conflict radicalizes them and us. Oxford University Press.

McGilloway, A., Ghosh, P., & Bhui, K. (2015). A systematic review of pathways to and processes associated with
radicalization and extremism amongst Muslims in Western societies. International Review of Psychiatry, 27(1),
39-50. https:/doi.org/10.3109/09540261.2014.992008

Neumann, P. R. (2016). Radicalized: New jihadists and the threat to the west. Bloomsbury Publishing.

Norris, F. H., Stevens, S. P., Pfefferbaum, B., Wyche, K. F., & Pfefferbaum, R. L. (2008). Community resilience as
a metaphor, theory, set of capacities, and strategy for disaster readiness. American Journal of Community
Psychology, 41(1-2), 127-150. https:/doi.org/10.1007/s10464-007-9156-6

Park, H. W., & Leydesdorff, L. (2013). Decomposing social and semantic networks in emerging “big data”
research. Journal of Informetrics, 7(3), 756-765. https:/doi.org/10.1016/].joi.2013.05.004

RAN (2017). RAN handbook on CVE/PVE training programmes. Guidance for trainers and policy-makers
(Report). Radicalisation Awareness Network.

Ranstorp, M. (2016). The root causes of violent extremism (Report). Radicalisation Awareness Network.

Rodriguez-Carballeira, A., Martin-Pefia, J., Almendros, C., Escartin, J., Porrda, C., & Bertacco, M. (2009). Un anélisis
psicosocial del grupo terrorista como secta [A social psychological analysis of the terrorist group as a cult]. Revista de
Psicologia Social, 24(2), 183-195. https:/doi.org/10.1174/021347409788041435

Roy, O. (2017). Jihad and death: The global appeal of Islamic State. Oxford University Press.

Rutter, M. (2012). Resilience as a dynamic concept. Development and Psychopathology, 24(2), 335-344. https:/
doi.org/10.1017/S0954579412000028

Sarma, K. M. (2017). Risk assessment and the prevention of radicalization from nonviolence into terrorism.
American Psychologist, 72(3), 278-288. https:/doi.org/10.1037/amp0000121

Sebastian, C., Viding, E., Williams, K. D., & Blakemore, S.-J. (2010). Social brain development and the affective
consequences of ostracism in adolescence. Brain and Cognition, 72(1), 134—-145. https:/doi.org/10.1016/j.
bandc.2009.06.008

Sieckelinck, S., & Gielden, A.J. (2018). Protective and promotive factors building resilience against violent rad-
icalisation (Report). Radicalisation Awareness Network.

Silvers, J. A., McRae, K., Gabrieli, J. D. E., Gross, J. J., Remy, K. A., & Ochsner, K. N. (2012). Age-related dif-
ferences in emotional reactivity, regulation, and rejection sensitivity in adolescence. Emotion (Washington,
D.C.), 12(6), 1235-1247. https:/doi.org/10.1037/a0028297

Stephens, W., & Sieckelinck, S. (2020). Being resilient to radicalisation in PVE policy: A critical examination.
Critical Studies on Terrorism, 13(1), 142-165. https:/doi.org/10.1080/17539153.2019.1658415

Stern, J. (2016). Radicalization to extremism and mobilization to violence: What have we learned and what can we
do about it? The Annals of the American Academy of Political and Social Science, 668(1), 102-117. https:/doi.
org/10.1177/0002716216673807

Trujillo, H. M., Lobato, R. M., & Moyano, M. (2020). El reclutamiento yihadista: Claves psicosociales para su
comprensién y prevencién [Jihadist recruitment: Psychosocial keys to its understanding and prevention]. In
Gomez, A., & Vazquez, A. (Coords), Extremismo, radicalizacion violenta y terrorismo (pp. 105-128). Sanz y Torres.

Trujillo, H. M., & Moyano, M. (2018). Towards the study and prevention of the recruitment of jihadists in Europe:
A comprehensive psychosocial proposal. In I. Marrero & H. M. Trujillo (Eds.), Jikadism, foreign fighters and
radicalisation in the European Union: Legal, functional and psychosocial responses (pp. 211-230). Routledge.

Wolfowicz, M., Litmanovitz, Y., Weisburd, D., & Hasisi, B. (2021). Cognitive and behavioral radicalization: A
systematic review of the putative risk and protective factors. Campbell Systematic Reviews, 17(3), el174.
https:/doi.org/10.1002/c12.1174

Zimmerman, M. A., Stoddard, S. A., Eisman, A. B., Caldwell, C. H., Aiyer, S. M., & Miller, A. (2013). Adolescent
resilience: Promotive factors that inform prevention. Child Development Perspectives, 7(4), 215-220. https:/
doi.org/10.1111/cdep.12042


https://doi.org/10.1080/09546553.2014.849916
https://doi.org/10.1080/09546553.2014.849916
https://doi.org/10.1080/09546553.2014.849916
https://doi.org/10.3109/09540261.2014.992008
https://doi.org/10.3109/09540261.2014.992008
https://doi.org/10.1007/s10464-007-9156-6
https://doi.org/10.1007/s10464-007-9156-6
https://doi.org/10.1016/j.joi.2013.05.004
https://doi.org/10.1016/j.joi.2013.05.004
https://doi.org/10.1174/021347409788041435
https://doi.org/10.1174/021347409788041435
https://doi.org/10.1017/S0954579412000028
https://doi.org/10.1017/S0954579412000028
https://doi.org/10.1017/S0954579412000028
https://doi.org/10.1037/amp0000121
https://doi.org/10.1037/amp0000121
https://doi.org/10.1016/j.bandc.2009.06.008
https://doi.org/10.1016/j.bandc.2009.06.008
https://doi.org/10.1016/j.bandc.2009.06.008
https://doi.org/10.1037/a0028297
https://doi.org/10.1037/a0028297
https://doi.org/10.1080/17539153.2019.1658415
https://doi.org/10.1080/17539153.2019.1658415
https://doi.org/10.1177/0002716216673807
https://doi.org/10.1177/0002716216673807
https://doi.org/10.1177/0002716216673807
https://doi.org/10.1002/cl2.1174
https://doi.org/10.1002/cl2.1174
https://doi.org/10.1111/cdep.12042
https://doi.org/10.1111/cdep.12042
https://doi.org/10.1111/cdep.12042

Lobato et al. 193

Author Biographies

Roberto M. Lobato, doctor in Social Psychology (University of Granada, Spain, 2019); Researcher and Project
Manager at the Euro-Arab Foundation for Higher Studies (2019-); current interest: social identity and processes of
radicalisation.

Javier Ruipérez, master in Sustainability and Corporate Social Responsibility (University Jaume I and Nation
University of Distance Education Granada, Spain, 2009); Head of the Research and Projects Department at the
Euro-Arab Foundation for Higher Studies (2009-).

Inmaculada Marrero, PhD in Political Science and International Relations (University of Granada, 2002); Senior
Lecturer of International Relations at the University of Granada (2009-) and Executive Secretary of the Euro-Arab
Foundation for Higher Studies (2013-).



	 Introduction
	 Building Resilience to Prevent Violent Extremism
	 Individual Risk/Protective Factors
	 Youth and Practitioners
	 The Present Research
	 Method
	 Participants
	 Measures
	 Procedure
	 Analytical Strategy

	 Results
	 Risk and Protective Factors for Radicalisation
	 Risk factors
	 Precursors of radicalisation
	 Extremist narratives
	 Protective factors

	 Relations Between Risk and Protective Factors
	 Empowering community identities
	 Breaking down the brick wall
	 Dismantling manipulation strategies
	 Believing in higher values


	 Discussion
	 References


<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /All
  /Binding /Left
  /CalGrayProfile (Dot Gain 20%)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile ()
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Tags
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams false
  /MaxSubsetPct 5
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness false
  /PreserveHalftoneInfo false
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Apply
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages false
  /ColorImageMinResolution 300
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Average
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasGrayImages false
  /CropGrayImages false
  /GrayImageMinResolution 300
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Average
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /GrayImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasMonoImages false
  /CropMonoImages false
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Average
  /MonoImageResolution 1200
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /PDFX1a:2003
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError false
  /PDFXTrimBoxToMediaBoxOffset [
    33.84000
    33.84000
    33.84000
    33.84000
  ]
  /PDFXSetBleedBoxToMediaBox false
  /PDFXBleedBoxToTrimBoxOffset [
    9.00000
    9.00000
    9.00000
    9.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
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
    /BGR <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>
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000500044004600206587686353ef901a8fc7684c976262535370673a548c002000700072006f006f00660065007200208fdb884c9ad88d2891cf62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef653ef5728684c9762537088686a5f548c002000700072006f006f00660065007200204e0a73725f979ad854c18cea7684521753706548679c300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /CZE <FEFF005400610074006f0020006e006100730074006100760065006e00ed00200070006f0075017e0069006a007400650020006b0020007600790074007600e101590065006e00ed00200064006f006b0075006d0065006e0074016f002000410064006f006200650020005000440046002000700072006f0020006b00760061006c00690074006e00ed0020007400690073006b0020006e0061002000730074006f006c006e00ed006300680020007400690073006b00e10072006e00e100630068002000610020006e00e1007400690073006b006f007600fd006300680020007a0061015900ed007a0065006e00ed00630068002e002000200056007900740076006f01590065006e00e900200064006f006b0075006d0065006e007400790020005000440046002000620075006400650020006d006f017e006e00e90020006f007400650076015900ed007400200076002000700072006f006700720061006d0065006300680020004100630072006f00620061007400200061002000410064006f00620065002000520065006100640065007200200035002e0030002000610020006e006f0076011b006a016100ed00630068002e>
    /DAN <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>
    /DEU <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>
    /ESP <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>
    /ETI <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>
    /FRA <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>
    /GRE <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>
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
    /HRV <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>
    /HUN <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>
    /ITA <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>
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020b370c2a4d06cd0d10020d504b9b0d1300020bc0f0020ad50c815ae30c5d0c11c0020ace0d488c9c8b85c0020c778c1c4d560002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /LTH <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>
    /LVI <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>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken voor kwaliteitsafdrukken op desktopprinters en proofers. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /POL <FEFF0055007300740061007700690065006e0069006100200064006f002000740077006f0072007a0065006e0069006100200064006f006b0075006d0065006e007400f3007700200050004400460020007a002000770079017c0073007a010500200072006f007a0064007a00690065006c0063007a006f015b0063006901050020006f006200720061007a006b00f30077002c0020007a0061007000650077006e00690061006a0105006301050020006c006500700073007a01050020006a0061006b006f015b0107002000770079006400720075006b00f30077002e00200044006f006b0075006d0065006e0074007900200050004400460020006d006f017c006e00610020006f007400770069006500720061010700200077002000700072006f006700720061006d006900650020004100630072006f00620061007400200069002000410064006f00620065002000520065006100640065007200200035002e0030002000690020006e006f00770073007a0079006d002e>
    /PTB <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>
    /RUM <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>
    /RUS <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>
    /SKY <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>
    /SLV <FEFF005400650020006e006100730074006100760069007400760065002000750070006f0072006100620069007400650020007a00610020007500730074007600610072006a0061006e006a006500200064006f006b0075006d0065006e0074006f0076002000410064006f0062006500200050004400460020007a00610020006b0061006b006f0076006f00730074006e006f0020007400690073006b0061006e006a00650020006e00610020006e0061006d0069007a006e006900680020007400690073006b0061006c006e0069006b0069006800200069006e0020007000720065007600650072006a0061006c006e0069006b00690068002e00200020005500730074007600610072006a0065006e006500200064006f006b0075006d0065006e0074006500200050004400460020006a00650020006d006f0067006f010d00650020006f0064007000720065007400690020007a0020004100630072006f00620061007400200069006e002000410064006f00620065002000520065006100640065007200200035002e003000200069006e0020006e006f00760065006a01610069006d002e>
    /SUO <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>
    /SVE <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>
    /TUR <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>
    /UKR <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>
    /ENU (Use these settings to create Adobe PDF documents for quality printing on desktop printers and proofers.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)
  >>
  /Namespace [
    (Adobe)
    (Common)
    (1.0)
  ]
  /OtherNamespaces [
    <<
      /AsReaderSpreads false
      /CropImagesToFrames false
      /ErrorControl /WarnAndContinue
      /FlattenerIgnoreSpreadOverrides false
      /IncludeGuidesGrids false
      /IncludeNonPrinting false
      /IncludeSlug false
      /Namespace [
        (Adobe)
        (InDesign)
        (4.0)
      ]
      /OmitPlacedBitmaps false
      /OmitPlacedEPS false
      /OmitPlacedPDF false
      /SimulateOverprint /Legacy
    >>
    <<
      /AddBleedMarks true
      /AddColorBars false
      /AddCropMarks true
      /AddPageInfo true
      /AddRegMarks false
      /BleedOffset [
        9
        9
        9
        9
      ]
      /ConvertColors /NoConversion
      /DestinationProfileName ()
      /DestinationProfileSelector /NA
      /Downsample16BitImages true
      /FlattenerPreset <<
        /PresetSelector /MediumResolution
      >>
      /FormElements false
      /GenerateStructure true
      /IncludeBookmarks true
      /IncludeHyperlinks true
      /IncludeInteractive false
      /IncludeLayers false
      /IncludeProfiles false
      /MarksOffset 6
      /MarksWeight 0.250000
      /MultimediaHandling /UseObjectSettings
      /Namespace [
        (Adobe)
        (CreativeSuite)
        (2.0)
      ]
      /PDFXOutputIntentProfileSelector /NA
      /PageMarksFile /RomanDefault
      /PreserveEditing true
      /UntaggedCMYKHandling /LeaveUntagged
      /UntaggedRGBHandling /LeaveUntagged
      /UseDocumentBleed false
    >>
    <<
      /AllowImageBreaks true
      /AllowTableBreaks true
      /ExpandPage false
      /HonorBaseURL true
      /HonorRolloverEffect false
      /IgnoreHTMLPageBreaks false
      /IncludeHeaderFooter false
      /MarginOffset [
        0
        0
        0
        0
      ]
      /MetadataAuthor ()
      /MetadataKeywords ()
      /MetadataSubject ()
      /MetadataTitle ()
      /MetricPageSize [
        0
        0
      ]
      /MetricUnit /inch
      /MobileCompatible 0
      /Namespace [
        (Adobe)
        (GoLive)
        (8.0)
      ]
      /OpenZoomToHTMLFontSize false
      /PageOrientation /Portrait
      /RemoveBackground false
      /ShrinkContent true
      /TreatColorsAs /MainMonitorColors
      /UseEmbeddedProfiles false
      /UseHTMLTitleAsMetadata true
    >>
  ]
>> setdistillerparams
<<
  /HWResolution [2400 2400]
  /PageSize [612.000 792.000]
>> setpagedevice


